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/(&9 'h - This action arises from the shootlng of Boston Pohce Ofﬁcer Kmt Stoklnger (“Ofﬁcer -

=ty Stokrnger ) durlng & pohce mvestlgatron Officer StOklnger dnd s w1fe e & Stoklnger LR
esfoe
ST

SONS 7T
e o

“Mrs. Stokinger”) (collectrvely, “the Stokmgers”), assert various claims against the shooter,
Grant Headley (“Headley”), the gun’s seller, Sara Johnson (“Johnson”) and Armshst LLC
( ‘Armslist™), an online marketplace facﬂltatrng the purchase and sale of firearms. The
77}’; Stokrngers allege that J ohnson used Armlist to purchase ﬁrearms - mcludmg the gun used to.

: /_’)771 : shoot Stokmger and then 111egaliy sold or transferred those ﬁrearms to mdwrduals who were

Mﬂ@ﬁ legally prohlbrted from possessmg fnearms Before the court is Armshst s motron to drsmrss the R

N btokrngers clarms agamst it (Counts Three Four Flve SIX and Seven) on the ground that each

ﬁ/ )
RS claim is barred ‘oy the Commumcatrons Decency Act, 47 U S.C.§ 230 (2018) For the followmg

‘reasons, Armslist’s motion to dismiss is ALLOWED.

. ! Janella Stokinger.
% Grant Headley and Sara Johnson.
3 Armslist also filed a motion to dismiss for lack of personal jurisdiction but in light of the instant ruling, the court

need not address the jurisdictional issue.




BACKGROUND

Following is a summary of the well-pleaded factual allegations of the First Amended
 Complaint (thé “complaint”).* See Sisson v. Lhowe, 460 Mass. 705, 707 (2011).
‘A. Relevant Federal and State Regulation of Firearm Sales |

Federai'léw requires that only federally licensed ﬁrea;'rm's dealers may engage in the.
 firearms business. To obtain a federal firearms licenée, a person or entity must apply for —and be
granted - a liccnsé friovmvt_he Fede'r'al Bm‘eau of Alcohol, Tobacco, Fi_rearms, gnd Explosives e
(“ATPF?).. Fédérahy licensed ﬁrearms déalérs ér_e subject to duly pfémﬁléatéd’ reguldnons ‘_'Ferv = o
- example, licensed dealers are required to conduct'backgrdund'éhecvks of 'ﬁotential buyers to
“ensure that guns aré :n"‘Ot sold to'iﬁﬁiVidﬁals who are prohibited from @sses’éﬁg rﬁrearms, b’such as
- felons, the mentally ill, domestic abusers, and minors (collectively, “prohibited purchasers™). In
‘addition, licensed dealers must keep records of firearms sales to assist law enfofcement with
criminal investigations. Licensed dealers also 'musf inform law enforcement whenever a

- purchaser engages: ina “multiplé sale,” which is when a purchaser buys more than one firearm
- within five bﬂéiﬁésé .days as it may indicate firearms trafficking. Licensed déal?g:rs also;hﬁ% a
d‘uty't"o screen for -SuspigiOus-Saies and may i‘efuée a sale when the ﬁéalér"believ;és’tha_t the »3?19 gt
dangerous or risky. |

Under federal law, ﬁnliceﬁsed “private sellers” — persons not éﬂgag'ed in thétﬁreal.’ms :

~ business — are perrnitted to sell a maximum of four firearms peryear. Such private sellers are not

required to conduct background checks of potential buyers or keep a record of their transactions.

4 As additional support for its motion, Armslist submitted a declaration from Jonathan Gibbon, the co-founder and
President of Armslist, to which the Stokingers objected. Insofar as the court has resolved the instant motion without
the benefit of Mr. Gibbon’s declaration, this objection is moot.




In Massachusetts, all firearm purchasers — licensed or not — must obtain a permit prior to buying
 a firearm, and the issuance of such a permit requires the individual to undergo a background
- check: G. L.c. 140,:§§ 129B-129C.

B. Armslist.com

© oo e Armslist.com is a for-profit online firearms marketplace that facilitates sales of firearms -

. cand ﬁéces-sofies..-ﬁ ‘Armslist owns and operates _Arr;nsiist;cgm,. which.-itidevelﬁpcd.. after several
-_,maj or websites chose to cease online ﬁrem sales. ‘ .
* Armilistcon s nét a federally icensed P 'géélef.. St ik o s
" intermediary by-providing information to both firearms sellers and buyers SQ_as to facilitate
‘ tr'ans’éé‘fi"o‘né. '-PrOSpé"ctivAej firearms custoniefs use the web'sif’e-;é;-ﬁitemal‘e;ﬁrail System to contact
firearms sellers to arrange a transaction. Customers may also contact sellers outside of the
website by using the seller’s contact information provided on the website.-

C. The Firearm Involved in the Shooting

“+ On Janiuary 8; 2016, Headley shot Stokinger in the leg with .40 caliber Glock Model 27 &t Sl

" ‘semi-autornatic'handguri. Headley, a convicted felon, is "afpijéh‘i"bitéd: purchaser of firearms under = += i

: h/laSSachuS‘ett's'flfaW.’“f’G!L.*’c; 140, § 129B. After the shooting; fellow officers tecovered:
- Headley’s firearm. The post-shooting investigation produced information giving rise to the

Stokingers® allegation that Headley’s possession of the firearm was traced to Armslist.com




transactions.” The Stokingers believe that shortly after Johnson purchased the firearm from
McNamara, either Johnson or Sullivan sold the gun to Headiey.. 2
'D. Instant Action
“On October 18, 2018, the Stokingers filed this action against Headley, J ohnson, and
- Armislist. | Count One is a claim against Headley for assault and battery.- «Céunts Two and Three -
are negligence claims against Johnson and Armslist, respectively. ‘Count Four alleges that -
: Armsl’i-st’ aided-and abetted in J‘ohnsoﬁ’s negligent sale of the firearm to: Hcadley. Count Five
asseits. a claim of public nuisance against Armslist, Counts :Six'andASercn-.assert claims by Mrs. -
'» S‘t'ok-'iﬂgt‘er against all defendants for loss of consortium aﬁd loss of support. Armslist now moves
to distniss each of the claims againét it (Counts T;ixree; Four; Five, 8ix, —and‘Seven) on i:he ground
‘that 'thefSt(:’)kingersr-’ claims are barred by the Commurﬁcationé. De,cency Act (“CDA’; or the -
“Act”), 47 U.S.C. § 230.
The gravamen of the Stokingers’ negligence claim (Count Three) is that Armslist.com’s
* design and operational features facilitate illegal firearms sales and encourage illegal fircarms
trafficking becausé,‘Arrﬁs'list;COm makes it easy for prospectiVe buyers to-locate private sellers by -
a déin_g’ a filter feature permitting prospective buyers to browse advertisements by private sellers.

Inasfar'-as most siates do not require private firearm sellers to conduct background checks on

’In particular, ATF.learned that Derek McNamara (“McNamara”) purchased the firearm-on March 3, 2015 from
Black Op Arms, a federally licensed firearms dealer in Claremont, New Hampshire. McNamara informed ATF that
'he thén sold the firearm to Johnson, a New Hampshire woman who contacted him through Armslist.com. McNamara
" met Johnson in a McDonald’s parking lot in Warner, New Hampshire, in July 2015; and sold her the firearm. Her
confederate, Daniel Ray Sullivan (“Sullivan™), was a convicted felon. On July 26, 2017, Johnson and Sullivan were
indicted in on federal firearms charges in the United States District Court in New Hampshire; each pleaded guilty.
Sullivan admitted he contacted Armslist.com to arrange various firearms purchases.

According to ATF’s investigation, Johnson purchased and then sold an estimated thirty to sixty-three firearms that
- she procured from Armslist.com. At least four of the firearms she purchased were recovered on the streets of
Greater Boston within seven months of Johnson’s purchase.




prospective customers, private sales are more attractive to prohibited purchasers. Additionally,
prospective customers may use the website’s “location” filter to narrow their search to sales to
specific states, enabling them to weed out sales in states with stricter gun laws.

The Stokingers further allege that Armslist is negligent because it permits users to

“rmaintain their anonymity, and takes no action to monitor or prevent illegal sales. The Stokingers .. - .. s

also claim that Armslist is aware that its website is a-magnet for illegal gun transactions.and. -
: »negligeilt}y failed to institute reasonab1¢ safeguérds to minimize the risks of such tranéacﬁons,« ,
 such-as limiting the number of guns that can be sold or pﬁﬂchased by ea:(,:;h user. or requiring
'seﬂeré to conduct background checks:® -

" Count Four alleges that in brokering the firearm transaction between J ohnson and
McNamara, Armslist aidéd and abetted in the negligent subsequent sale bf the firearm to
Headley.

Count Five alleges that Armslist created a pﬁblic nuisance by designing and inaintaining
* an online marketplace tailored to attract and encourage persons who wish to buy or sell firearms
*imo‘oﬁtravéﬂtibh of federal and state gun laws. " As a result, the Stokingers claim that Armslist
- - substantially and unreasonably interfered With the public’s safety and comfort. -
- Counts Six and Seven allege that Armslist’s aforementioned conduct was the proximate
“cause of Mrs. Stokinger’s loss of consortiﬁm and loss of-‘sp*opasal suppoﬁ. -4 4
For the following reasons, the court concludes that Armslist is imr__nurvze"‘ffom each of

these claims pursuant fo the CDA.

6-Because the court concludes that Armslist is immune from the negligence claim pursuant to the CDA, the court
need not determine whether Armslist owed a duty of care to the Stokingers.




DISCUSSION

A. CDA Generally
In enacting the CDA, Congress recognized that the internet was an extraordinary

“advancement in the availability of education and informational resources as well as a forum for -

" free speech and cultural development. 47 U.S.C. § 230(a). It also found that the internet had

- *“flourished, to the benefit of all Americans, with a minimum of government regulation.” 47

S, §;230(a)(_4.)," In light of its findings, Congress sought “to promote the:continued

- development of the Internet” and “to preserve the vibrant and competitive free market that -

To achieve its goals, the CDA provides broad immunity to web-based service providers
for all claims arising from their publication of information from third parties. Doe v. MySpacé :
Inc., 528 F.3d 413, 418 (5th Cir. 2008), citing 47 U.S.C. § 230(c)(1). In fact, the CDA was

enacted partially in responsé to cases in which internet publishers were held liable for defamatory

statements posted by third parties on their message boards. Doe v. Backpage.com, LLC,817E3d = - -

12,18 (ist Cir. 201 6); citing Stratton Oakmont, Inc. v. Prodigy Servs..Co.; 1995 N.Y. Misc. -.

© LEXIS 229, *12-*14 (N.Y. Sup. Ct. May 24, 1995). In reaction, Congress recognized the threat. . . .-

and “obvious chilling eifect” that tort-based lawsuits could pose to the free exchange of

information over the internet. Zeran v. America Online, Inc., 129 F.3d 327,:331 (4th Cir.-1997). - ... .

The CDA addresses the chill by immunizing interactive computer service providers from claims .
or theories of liability that “would treat [it] as the publisher or speaker of . . . information”

provided by a third party. See Universal Commc 'n Sys., Inc. v. Lycos, Inc., 478 F.3d 413, 418




(1st Cir. 2007) (quotations omitted) (interactive computer service providers still liable for their
own conduct and their own speech).
B. The Instant Claims
" The Stokingérs’. claims are predicated on Armslist’s creation, design, -and maintenance of

~ Armslist.com.” The CDA states, in pertinent part, “No provider or user of an interactive computer .

“+ = serviee shall be treated as the publisher or speaker of any information provided by another

+information content provider.” 47 U.8.C. § :23G(c)(lj. An interactive computer service is as .

- “any information service, system, or access software provider that provides or enables computer =

. -aceess by multiple users to a computer server, including specifically a service or system that

provides access to the Internet and such systems operated or services offered by libraries or
- educational institutions.” 47 U.S.C. § 230(f)(2). Here, the Stokingers do not dispute that

Armslist.com is an interactive computer service. Rather, the central question before the court is

" whether the Stokingers” claims treat Armslist as the publisher or speaker of the content provided

-+ by the sellers and buyers of firearms who access its site.” Backpage.com, LLC, 817 F.3d at 19.

~The Stokingers argue that their claims do not treat Armslist as the publisher or speaker of third-

party-content; ‘instead, they claim that Armslist’s liability is predicated on its rolein developing, - -+~ -~ . -

designing, and maintaining a website that facilitates and encourages illegal gun trafficking.
w1 Tt appéars-that this issue is one of first impression in the—Comenwéalth, although the
highest state court in Wisconsin and the Court of Appeals for the First Circuit have already

addressed and resolved the same issue. Review of the pleadings and case law in this area leads

’ An information content provider is “any person or entity that is responsible, in whole or in part, for the creation or
development of information provided through the Internet or any other interactive computer service.” 47 U.S.C.

§ 230(D(3).



the court to agree that Armslist’s conduct falls within the scope of the immunity set out in the
CDA, consequently barring the Stokingers"i claims.

- C. Analysis

“There has been “near-universal agreement that section 230 should be not be construed -

grudgingly.” Backpage.com, LLC, 817 F.3d at 18. “This preference for broad construction

recognizes that websites displaying third-party cortent may have an infinite number of users = .-

- generating an enormous amount of potentially harmful content; and-holding website operators

" liable for that content ‘would have an obvious chilling effect’ inlight of the difficulty of -~ -~ -

-+ sereening posts for potential issues.”-Id. at 18-19, quoting Zeran, 129 F.3d at 331. This broad . .

construction has resulted in the recognition by courts across the country that many causesof -~ -

action are premised on the publication or speaking of third-party.content. See National Ass’nof .. .. . -

“the Deaf'v. Harvard Univ., 377 F. Supp. 3d 49, 65 (D. Mass. 2019).
For example, in Backpage.com, LLC, 817 F.3d at 20-21, the court concluded that

- “publishing” functions include not only “editorial decision[s] with respeet to” the content of a.

- particular posting; but also “the structure and operation of the website.” In that-case, three young - = -« -

- sex trafficking victims filed suit against Backpage, alleging it engaged in a course of conduct that - vi e

deliberately facilitated sex trafficking, /d. at 16. Inso doing, Backpage removed postings by

- victim-support organizations as well as law enforcement “sting advertisements™ from the - .- -

+“Escorts” section of the website. /d. The plaintiffs also alleged that Backpage’s rules governing
advertising content were designed to encourage and facilitate sex trafficking, particularly where it
did not require a content poster to provide identifying information and did not require phone or

email verification. Id. at 16 & n.2. Although Backpage’s filtering system prohibited




advertisements containing certain words or phrases associated with sex trafficking, a content

poster could bypass that ban by using an abbreviated form of the word or phrase. /d. at 16. The

~. plaintiffs also claimed that Backpage charged for advertisements posted in the “Adult

Entertainment” section, thus profiting from sex trafficking. /d. at17. -
Plaintiffs argued that the CDA did not bar-their claims because they did riot seek to hold
"4 Ba(j:kpagg liable'as a-“publisher or speaker” of third-party content; rather, they sought to hold .
a Backpagé liable for designing a website that made it a.paﬁicipant in sex:trafficking. Id. at 20.
- The court disagreed, concluding that the complained-of conduct was “part and parcel of the -
- overall design and operation of the website,” and cbnsequently, such features were editorial
* choices falling “within the purview of traditional publisher functions.” Id. at 21:. The court also
noted that other jurisdictions had rejected similar claims attempting to hold website operators -
liable for failing to provide sufficient protections to users from harmful content created by others.
See id. at 21, citing MySpace Inc., 528 F.3d at 419-420 (failing to implement basic safety
' ‘measures was another way of claiming website operator wasliable for publishing third-party
: content).
In résponse to Backpage:com, LLC, Congress enacted Public Law 115-1 64‘,"tit‘led “Allow-- i
States and Victims to Fight Online Sex Trafficking Act of 2017” (the “2018 Amendment”) to
~ clarify that the CDA “was never intended to proﬁde legal protection to websites-that unlawfully
- promote and facilitate prostitution . . . ”." Id. The 2018 -Amendment did not narrow the broad .

scope of the CDA’s immunity — except in relation to sex trafficking. The court’s holding in




Backpage.com, LLC was superseded by the enactment of the 2018 Amendment, but the broad
legal principles immunizing other website operators, like Armslist, remain in effect.®

Here the Stokingers’ challenges to Armslist.com, see supra, are the same as or similar to
those raised in Backpage.com, LLC. As was the case in Backpage.com, LLC, the challenges

relate to the design and structure of the website, which are editorial decisions, so the Stokingers’

claims are precluded under the CDA. See Backpage.com, LLC, 817 F.3d at 21.(“Features such as . -

. these, which reflect choices about what content can appear on the website and in what form, are
- editorial choices . ...””). See also Green v. America Online (A0L),318F.3d 465, 471 (3rd Cir. -
2003), cert.-denied; 540 U.S. 877 (2003) (“decisions relating to the monitoring, screening, and
deletion of content from its network [ére] actions quintessentially related to a publisher’s role”
and protected by CDA).

The Stokingers claim that Armslist could have done more to discourage or delete the
offending or unlawful content or changed its policies so as to reduce the harmful content posted
- on its website is merely another way of stéti,ng.that_ Armslist is liable for publishing the third- .-
party content. See MySpace, Inc., 528 F.3d at 420-421, cert. denied, 555 U.S. 1031 (2008)
(where sexual assault victim alleéed website operator failed to implement measures that would
have prevented her from communicating with predator, court dismissed victim’s claims because

‘her allegations were another way of claiming website was. liable for publishing the

¥ The Stokingers refer to various Congressional floor statements, claiming that the CDA should be read in light of its
purpose, which is to promote decency and to prevent results like Siratton Oakmont, Inc., 1995 N.Y. Misc. LEXIS at
*14, which held a website operator liable for publishing defamatory third-party posts. Is not the role of this court to
rewrite legislation to comport with a perceived or presumed purpose motivating its enactment. The quite legitimate

* question of whether websites like Armslist.com should operate in the fashion they do must be addressed by
Congress. If Congress did not intend to immunize firearms markets like Armslist, then it need only amend § 230 to
reflect that intent as it did in response to the court’s decision in Backpage.com, LLC.

10




communications of another). See also Universal Commec 'n Sys., Inc., 478 F.3d at 422 (website
operator’s decision not to reduce misinformation by changing its website policies was “as much
an editorial decision with respect to that misinformation as a decision not to delete a particular

posting”); Green, 318 F.3d at 470 (failure properly to police its network for content transmitted

- by users treats website as “publisher or speaker” of that content).

. .+ The Stokingers allege that Armslist either knew or should have known that its website
: vfaci_ilitatés and encourages illegal gun trafficking. It is well-established that “notice of the
unlawful nature of the inforration provided is not enough to make it th_é service provider’s own =
~-speech.” Universal Comme 'n Sys., Inc., 478 F.3d at-420. Immunity applies “even after notice of .
the potentially unlawful nature of the third-party content.”- Zd.

-+~ The Stokingers suggest their claims are directed not to content-posters, but to Armslist’s
conduct and to the content that Armslist itself created.” While the Stokingers are correct that an
interactive computer service provider remains liable for its own conduct and its own speech, see
Universal Commc'n Sys., Inc., 478 F.3d at 419, the Stokingers’ claim that Armslist created the
content at issue here ‘was reviewed and rejected in a similar case. See Daniel v. Armsiist, LLC;-
926 N:W.2d 710 (Wis. 2019), cert. denied, 140 S. Ct. 562 (2019). .- .~ .«

Daniel involved a mass shooting in Wisconsin, where the shooter purchased the t__irearm
from a private seller on:Armslist.com. Id.at 714. Daniel, a child of one of the victims,

subsequently filed suit against Armslist asserting the same claims alleged in this case —

® The Stokingers also argue that the presumption against the preemption of state common law claims applies in this
case. See Ajemianv. Yahoo! Inc., 478 Mass. 169, 178 (2017) (“In interpreting a Federal statute, we presume that
Congress did not intend to-intrude upon traditional areas of State regulation or State common law unless it

"~ demonstrates a clear intent to do s0.”). However, this argument fails because the CDA expressly preempts all state

claims that are “inconsistent with this section.” See 47 U.S.C. § 230(e)(3) (“No cause of action may be brought and
no liability may be imposed under any State or local law that is inconsistent with this section.”).

11



negligence, aiding and abetting tortious conduct, and pﬁblic nuisance — among others. Id. at 716.
" Armslist moved to disﬁiss the complaint, arguing there, as here, that the CDA barred Daniel’s
claims. Daniel claimed there, as do the Stokingers here, that thmugh the design and operation of - .
its website, Annslist helped “develop”b the content of the advertisement that led to-the firearm
- sale; therefore, it was an “information content provider” within the meaning of § 230(f)(3). -See .. -
* id:at 718, ‘Daniel also argued that her claims were not based on Armslist’s-publication of third-. ..
- party 'éonte‘nt,fb:u-tr instead were based on Armslist’s facilitation -and encouragement of illegal

. firearmisales by third parties. Zd. The Stokingers advance those same arguments in this case..

- Initially, Wisconsin’s Court of Appeals agreed with ,Daniél‘,pde_qlar,i_-ng that the CDA did -
not bar Daniel’s claims. ‘See Daniel v. Armslist, LLC, 913 N.W.2d-211, 217-224 (Wis..2018).

- The 'Sﬁpreme'Court‘-of Wisconsin disagreed, reversing, and holding that Armslist did not develop
" the content at issue (i.e., the firearm advertisement that led to the sale), ahd' because Daniel’s
claims trejated Armslist as the publisher of that content, her claims were barred. Daniel v.
Armslist; LEC, 926 N.W.2d at 722, 726-727.

““In reachingits conclusion, the court employed the “miaterial contribution” test to -
“determine whether Armslist materially contributed to-the illegality of the third-party content or
* whether it merely published content created by someone else.'’ . 7d. at 720, citing Fair Hous.
- ‘Council v. Roomates.com, 521 F.3d 1157,.1168 (9th Cir. 2008). Whether a website’s design

- features employ “neutral tools™ is helpful in determining whether those features materially -

contribute to the unlawfulness of the content. Id, at 721.” A “neutral tool” is a feature provided

10:«NTaterial contribution ‘does not mean merely taking action that is necessary to the display of allegedly illegal .
content,” such as providing a forum for third-party posts. ‘Rather, it means being responsible for what makes the
displayed content allegedly unlawful.”” Daniel, 926 N.W.2d at 719, quotmg Jones v. Dzrty World Entm’t
Recordings LLC, 755 F.3d 398, 410 (6th Cir. 2014).

12




by an interactive computer service provider that can be “utilized for proper or improper
purposes” (citations omitted). Id. “A defendant who provides a neutral tool that is subsequently -
- - used by a third party to create unlawful content will generally not be considered to have
contributed to the content’s unlawfulness,” even if the interactive computer service provider
~ knew, orshould have known, that its neutral tools were being used for,»illegai purposes. Id. at
721,722,
* ~Although Daniel claimed that Armslist’s design features made it easier for prohibited
G "pu’fchasefs to illegally obtain firearms, the éourt,hel_d‘ that the complained-of V‘des_ign features were
“neutral tools,” and therefore, Armslist did not materially c_ontributé to the-development of the
firearm adv’ertise"ment. Id. at 722, The court also concluded that the other design features that
- Daniel claimed could have been implemented were merely: “precautlons that were permissible
but not required under the CDA." Id. Additionally, the court was not persuaded By Daniel’s
argument that Armslist.com made illegal firearm sales easier, stating that such an argument
 merely atteﬁlpté'd to dist.inguiéh the case “from the litany of cases dismissing suits against
- website operators who failed to screen for unlawful content.” /d. at 723. The court also-noted
that AnﬁSliSt"s‘intent did not affect its immunity because the CDA does not contain a good faith
requirement. Jd.  For those reasons, the court held that Armslist was not a content provider

“within the meaning of § 230(f)(3); rather, the content at issue was provided by a third party. 1d."

' Congress did not want to discourage interactive computer service providers from voluntarily screening unlawful -
third-party content. Therefore, under § 230(c)(2), an interactive computer service provider is not liable for “any
action voluntarily taken in good faith to restrict access to or availability of material that the provider or user
considers to be obscene, lewd, lascivious, filthy, excessively violent, harassing, or otherwise objectionable . .

2 The court also concluded that with respect to Daniel’s claims (negligence, aiding and abéttihg, and public

nulsance) that the duty Armslist allegedly violated derived from its immunized role as a publisher of third-party
content. Daniel, 926 N.W.2d at 725-726.

13




Here, the Stokingers’ claims concern both the same design features and the same
arguments raised in Daniel. The court concludes that Armslist is not an information content
- provider, and that the Stokingers’ claims are based on complaints about posted content created or
_developed»by a third-party. Armslist is thus entitled to immunity under the CDA, and the
Stokingers’ claims must be dismissed.
. ORDER
-+ For the foregoing reasons; it is herecby QRDERED that the defendant Armslist, LLC’s .-

motion to dismiss is ALLOWED.

" Dated at Lowell, Massachusetts, this 13™ day of March, 2020.
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